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Introduction:
Wireless Mesh Networks (WMNs) is one of the famous topologies in communication networks in which radio nodes are organized in a mesh manner. This configuration makes it possible to change routes in case of a node failure which makes it highly reliable [1]. This paper will give an overview on WMNs. It will also discuss the layered communication protocols of WMNs. It will present the Physical, MAC, Transport and Network layers in terms of service and specification. This paper will also discuss the current and future applications of Wireless Mesh Networks. 
Overview:


The WMNS use multiple nodes for voice and data routing. The redundancy offered by this topology makes it highly reliable and robust even if one of the nodes fails because the others can still communicate with each other (figure-1). WMNs have two types of nodes: Mesh routers and Mesh clients. Mesh routers form the mesh back bone and they have more mesh routing functionality compared to the usual wireless routers. Some mesh routers also have gateway functionality to be able to integrate WMNs with other networks. Mesh clients are simpler than mesh routers in terms of hardware and software functionality. [1] 
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Until now there is no specific standard only for WMNs. It currently designed according to IEEE802.11 set (IEEE802.11a,b,g,n). However, there is a standard currently being developed called IEEE802.11s. After being approved, it will be designated for mesh networking in order to connect wireless devises to form ad-hoc networks. [2]    
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Physical Layer:

Through a combination of different modulation and coding rates, Wireless Mesh Networks (WMNs) can provide adaptive error resilience by link adaptation. WMNs can also support very high data rates by using techniques such as Orthogonal Frequency Division Multiple Access (OFDMA), and Ultra-Wide Band (UWB). Furthermore, in order to overcome wireless impairments such as multi-path fading, delay spread and co-channel interference, WMNs use systems such as antenna diversity and Multi Input Multi Output (MIMO). As for spectrum utilization, techniques are currently being developed to achieve higher spectrum utilization. A promising technique for WMNs is frequency agile that dynamically captures the unoccupied spectrum. Another technique is cognitive radio. The cognitive engine can configure the radio system parameters (waveform, protocol, and operating frequency) in response to the software's operator. [3]
MAC Layer:
Two possible designs exist for MAC protocols in WMNs. It can be designed to work as single channel or as multiple channels simultaneously.

A. Single Channel MAC:

 It usually utilizes one of three main approaches:

1. Modifying existing MAC protocols: for example, changing Carrier Sense Multiple Access/ Collision Avoidance (CSMA/CA) parameters such as modifying the backoff procedures. However, such solution cannot produce significant improvement in throughput because it cannot very much reduce the affect of contentions between neighboring nodes. [3]
2. Cross layer design: it employs two major techniques. The first one is directional antenna-based MAC which is assumed to eliminate the exposed nodes due to directional transmission. But one of his drawbacks is producing more hidden nodes. It is also complex with high cost. The second major technique is power controlled MACs. This technique also reduces the exposed nodes set by lowering the transmission power level. One of its Major advantages is improving the spectrum reuse factor in WMNs. However, it shares the same drawback of the former in increasing the number of undetected potential interfering nodes. [3]
3. Proposing innovative MAC protocols, random access techniques such as CSMA/CA are not efficient because the have poor scalability in multi hop networks. Therefore, designing MACs protocols based on CDMA or TDMA is unavoidable. However, there is a few available TDMA or CDMA protocols because of the cost and complexity of developing distributed and cooperative TDMA or CDMA MAC protocols and because of compatibly between such protocols and existing ones. [3]
B. Multi Channel MAC:

 It is used to enhance network performance and capacity for WMNs. There are different MAC protocols for multi channel MAC depending on the hardware platform. These protocols are:

1. Multi channel single transceiver MAC protocol: in each node only one channel is active at a time because there is one transceiver. But the other nodes may operate simultaneously on different channels. This one transceiver on a radio scenario is suitable if the designer considering factors such as cost and compatibility. MAC protocols are used to coordinate transmission between network nodes. [3]
2. Multi channel multi transceiver MAC protocol: this system support several simultaneous channels by having several RF end-chips with baseband processor modules on a radio. It only needs one MAC layer is needed to coordinate theses several channels. [3]
3. Multi radio MAC: in this setup each network has multiple independent radios with its own physical and MAC layers. This is why this setup needs a virtual MAC protocol such as multi radio unification protocol (MUP) to coordinate communications in all channels. [3]
Routing Layer:

For a routing protocol to be optimum, it must be scalable, robust, efficient routing with mesh infrastructure and has multiple performance metrics.

Routing Protocols with various performance metrics:

Three link quality metrics are used by link quality source routing (LQSR) to select a routing path. These metrics are expected transmission count (ETX), per-hop round trip time (RTT) and per-hop packet pair. The result of comparing these performance metrics with the minimum hop-count metric is that ETX achieves the best performance in the stationary nodes, but the minimum hop-count metric surpasses all three metrics in mobile nodes. [3]
Multi Radio Routing:

To solve the previous issue of the mobile nodes, a new performance metric called weighted cumulative expected transmission time (WCETT) is introduced. WCETT combines both link quality metrics and minimum hop-count to get a good trade off between delay and throughput. [3]
Multi Path Routing:


It is used to achieve better load balance and high fault tolerance. End-to-end delays, throughput and fault tolerance can be improved by selecting multiple paths between source and destination. These multiple paths backup each other if one of them is down (figure-2), so there is no need to wait to setup a new path. Complexity in multi path routing is considered a disadvantage. [3]   
Hierarchical Routing:


A certain self-organization scheme is employed to group network nodes into clusters. There is one or more cluster heads for each cluster. Some nodes have to work as a gateway to communicate with more than cluster. Hierarchical routing protocols achieve much better performance when the node density is high. That is because of the less overhead, shorter average routing path and quicker set up process of routing path. The drawback of hierarchical routing is the design complexity. [3]
Geographic Routing:

In geographic routing the topology change has less impact compared to the other routing protocols, because the packets in geographic routing are forwarded using the nodes location information and the destination node. The first algorithms that were used in geographic routing are single path greedy algorithms. The drawback of these kinds of algorithms is that the delivery to the destination is not guaranteed. To overcome this issue, planner graph based geographic routing algorithms are used, but these algorithms have higher overhead compared to the single path greedy algorithms. [3]
Transport Layer:

Up to date there are no dedicated transport protocols for wireless mesh networks. There exist many transport protocols for ad hoc networks and studying these protocols will help in designing transport protocols for wireless mesh networks. [3]

Reliable transport protocols can be divided to two types: TCP variants and new transport protocols. The performance of TCP variants is better than the classical TCPs by considering the following aspects: 

· Non Congestion Packet Losses:
In the classical TCP unnecessary congestion avoidance occurs, because the classical TCPs don’t distinguish between congestion and non-congestion losses. As a result, a fast drop in the network throughput happens, when non-congestion losses occur. [3]
· Unknown Link Failure:
Link failure occurs due to the mobility of the nodes. Unlike the ad hoc networks, the single point of failure is avoided in WMNs. But still there is a possibility of having a link failure in WMNs, because of the mobility of mesh clients. So, detection of the link failure will help in improving TCP performance. [3]
· Network Asymmetry:
Network asymmetry can be defined as the differences between the transmit and receive paths, the difference in transmit and receive bandwidth and the imbalance in the loss rate. Because the TCP depends on ACKs and ACKs are affected due to asymmetry, TCP performance will be dramatically degraded. Some methods are used to help reducing network asymmetry effects like ACK filters and ACK congestion control. But, analysis has to be done to find out if theses scheme can be used in WMNs or not. [3]
· Large RTT Variations:
Large RTT variations occur due to the frequent change of routing paths which is caused by certain factors like mobility, variable link quality and traffic load varying. Since TCP depends on smooth measurement of RTT, large RTT variations will reduce the TCP performance.  New Transport protocol called ATP is developed for ad hoc networks in order to improve the transport layer. ATP is designed to have rate based transmission, quick start during connection initiation, work supported congestion detection and control, no transmission timeout and decoupled congestion control and reliability. These features will help to achieve better performance than the TCP variants. Complete new protocols like ATP might be not a good solution for WMNs due to the need of the compatibility between WMNs and TCPs. [3]
Current Applications: 
· Wireless mesh network is considered the best solution for Countries that don’t have wired infrastructure. Wireless mesh network can serve a whole village by connecting its nodes to one cellular or satellite internet connection. Also, in developed countries, the difficulty of providing internet service for remote and hard-to-reach areas that are far away from the internet coverage is solved by connecting a series of wireless mesh nodes from that area to the closest wired access point. [4]


· Many education institutes are changing their network to wireless mesh network, because of the advantages that WMN has. WMN is considered the suitable solution in a sense that it can serve a large number of users (students and faculties), the ease of installation and its capability of handling high bandwidth needs. [4] 
Future Implementations:

1. Automobiles with built-in WMNs Nodes:  
Drivers can form a wireless mesh network while they are driving and listen to each other's music collection or other audio content.  Startup companies and automobile manufacturers are excited about a new capability they can offer to fatigued drivers stuck in traffic.  This is an example of a potential mesh network application which would disrupt an established industry, in this case traditional radio broadcasting and satellite radio. [5]
2. Military Purposes:


One of the future applications of wireless mesh networks is for military uses. Thousands of micro sensor-chips occupied with wireless mesh nodes can be dropped on the battlefield to provide certain information like GPS coordinates and alerts. Also, these chips can communicate with each other to compare and analyze the taken data before sending it.[5]
Conclusion:


Wireless mesh networks consist of multiple radio nodes forming a mesh topology to create redundancy achieving a highly reliable transmission. This orientation means that increasing the number of mesh clients will effectively improve the network performance. The former observation is one of the important advantages in WMNs, and one of the main reasons WMNs have many applications to day. Substitutes for wired infrastructure in suburban and rural areas, education institutes are two examples of these current applications. In the future, automobiles with built-in wireless mesh nodes and military sensors are some of the expected implementation for WMNs. These application and many others indicate that WMNs are going to be the new revolution in wireless communication technology. 
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Multi path in WMNs
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Ease of installation


[4] http://communication.howstuffworks.com/how-wireless-mesh-networks-work.htm








PAGE  
2

