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Introduction:

Wireless ad hoc network is a network that is based on Wi-Fi technology without passing through access points. It is basically a wireless communication between two or more nodes (e.g. Computers equipped with wireless card) with the fact that each node can act as a receiver and transmitter at the same time .in contrast with wired network that use routers to perform the routing and also in contrast with infrastructure wireless network that use access point to perform that routing. It is very important in areas that are infrastructure less because that main components of the network to be build up are the nodes them self. The main features of wireless ad hoc network that the more nodes that we have the more scalable system will be achieved. Moreover, the ease of implementation makes it to be implanted for temporary usage.
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Figure1: Ad hoc network
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IEEE802.11 standards
The wireless ad hoc network is basically using the IEEE802.11 which is based on radio signals. There are many specifications for IEEE802.11 family from different point of view.
· 802.11: Provides 1-2 Mbps transmission in the 2.4 GHz bands using either frequency hopping spread spectrum (FHSS) or direct-sequence spread spectrum (DSSS).

· 802.11a: Provides 54 Mbps transmission in the 5 GHz band using the orthogonal frequency division multiplexing (OFDM) encoding scheme as opposed to either frequency hopping spread spectrum(FHSS) or direct-sequence spread spectrum (DSSS).
· 802.11b: Provides 11 Mbps transmission in the 2.4-GHz band using direct-sequence spread spectrum (DSSS). 

· 802.11g: Provides more than 20 Mbps in the 2.4-GHz band. The technical point of view is briefly illustrated in the following table:
	Freature
	Wi-Fi (802.11b)
	Wi-Fi 802.11a/g)

	Primary Application
	Wireless LAN
	Wireless LAN

	Frequency Band
	2.4 GHz ISM
	2.4 GHz ISM (g) 5 GHz U-NII(a)

	Channel Bandwidth
	25 MHz
	20 MHz

	Half/Full Duplex
	Half
	Half

	Radio Technology
	Direct Sequence Spread Spectrum
	OFDM (64-channels)

	Bandwidth Efficiency
	<=0.44 bps/Hz
	<=2.7 bps/Hz

	Modulation
	QPSK
	BPSK, QPSK,16-, 64-QAM

	FEC
	None
	Convolutional Code

	Encryption
	Optional- RC4 (AES in 802.11i)
	Optional- RC4 (AES in 802.11i)

	Mobility
	In development
	In development

	Mesh
	Vendor Proprietary
	Vendor Proprietary

	Access Protocol
	CSMA/CA
	CSMA/CA


Table1: Technical issues IEEE802.11 standards
http://www.tutorialspoint.com/wi-fi/wifi_access_protocols.htm
Open system interconnection model
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Figure2: OSI Reference model
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Physical layer:

In this layer the modulation process mainly is done. Adaptive modulation is deployed which will make that transmitter automatically shift to a more robust, though less efficient, modulation technique in those adverse conditions. Ad hoc network uses two radio transmission techniques where also the modulation process is done before the transmission process.
· The 802.11b: uses direct sequence spread spectrum technique (DSSS) called complementary coded keying (CCK). The bit stream is treated with a unique code then the modulation process is deployed using quadrature Phase Shift Keying (QPSK).
· 802.11a and g: uses 64-channel orthogonal frequency division multiplexing (OFDM). In an OFDM modulation system, the reserved radio band is divided into a number of sub-channels and each bit is sent on each sub-channels. The transmitter encodes the bit streams on the 64 sub-channels using Binary Phase Shift Keying (BPSK), Quadrature Phase Shift Keying (QPSK), or one of two levels of Quadrature Amplitude Modulation (16, or 64-QAM). The receiver does not receive all the incoming bits because some of them are redundant and no need for them to reconstruct the data.
Datalink layer: 

The data link layer is the layer of the model which ensures that data is transferred correctly between adjacent network nodes. It provides the functional and procedural means to transfer data between network entities and to detect and possibly correct errors that may occur in the Physical layer. 

The data link layer of the 802.11 standard is composed of two sub layers

· The Logical Link Control layer (LLC):

 It provides multiplexing and flow control mechanisms that make it possible for multi network protocols to correlate with multipoint network .The LLC sub-layer acts as sub-layer between the Media Access Control (MAC) sub layer and the network layer.
· The Media Access Control layer (MAC).

It uses two different access methods 

1. The carrier sense multiple access collision avoidance method (CSMA/CA): 
in wireless network we have some kind of signal limitation due to the used power to either send or receive. Because of that a new version of carrier sense multiple access is developed to overcome some problems such as the hidden terminal problem due to limitation of the signal power. The idea behind is when a node have something to send, it first sense the carrier if it is busy it will back off for a period of time otherwise it will send the RTS message which is basically a short message have an information about the data need to be send and also to inform the other node that 'I will send something to you ' as a result of that the desired node will send CTS as a result of acceptance. after that, the data will be sent to the desired node and at the end of the process , ACK message will be sent form the desired node to the sending node as a result of receiving the data. Checksum is used as an error detection mechanism. Also, Fragmentation and reassembly is used to break down the information or re-assemble the information.
2. Point Coordination Function (PCF): 
Also it is called a controlled access mode. It is based on first come first serve principle (polling). It means that, the first one who reserve the carrier for sending, the first who will send his data.
Network Layer

It performs the process of exchanging information from one node to the other nodes of the network. Routing protocols of wireless ad-hoc network tend to need different approaches from existing Internet protocols, since the internet protocol is designed to serve networks with fixed structure .we have 6 proposed solutions for routing process which is as follow:
1. Pro-active routing protocol (table-driven):

in this protocol , each node has a routing table that consist of information about other node within the range. The to be sure that the information is up to data, a freshness process is made to update the information in each table.
2. on demand routing protocol 

in this protocols, if one of the node need to send a data to other node it will go for a discovery trip going through the node until it reach its distention .a feedback is replied to ensure or to know the possible paths that can connect the source and destination node. 

3. Adaptive (situation-aware) routing 

The protocols combine the advantage of table driven and on demand routing protocols. The routing is initially established with some table driven prospected routes and then supply the demand from extra activated nodes bu use of reactive flooding. 

4. Flooding routing protocol 

The idea behind this protocol is just to flood the packet  until it reaches the desired distension which is recognizable from the from header.

5. Deflection routing protocol 

The source node send packet to the preferred port, if it busy deflect packet to another port until we reach the desired node
Transport Layer

The purpose of this layer is manipulating two processes in two different nodes.

1. The Transmission Control Protocol (TCP)
TCP is a connection oriented service which means the sender and the receiver must establish a link and initiate a sequence number before data transmission   . TCP Provides reliable byte stream between two processes in two different machines. Sequence number is attached to keep a track to ingoing and outgoing packets. TCP protocols ensure that the data transfer is guaranteed.

2. User Datagram Protocol (UDP)

UDP is a message-based connectionless protocol. It means, there is not any effort to set up a reserved end-to-end connection. Communication is done by transmitting information in one direction, from source to destination without checking to see if the destination is still there or ready to receive information.
Comparison between TCP and UDP

	
	TCP
	UDP

	Reliability
	Reliable
	Unreliable

	Order
	Ordered
	Not ordered

	Weight
	Heavyweight
	Lightweight

	Sending type
	Streaming
	Datagrams


Applications and future implantation:
Ad hoc network is beneficial in area that is infrastructure less because of it simplicity in deploying and its cost efficiency .Also, ad hoc network can be deployed in area that need a way of communication that is temporary. For example, ad hoc network can be used in company meeting where voice and video conference can be used within the wireless range. Another example is to use ad hoc network in traffic light system which make it easier to control and easy to interrupt from any source such as an ambulance with a urgent case.

A further implantation can be done by using new IEEE standard that covers a wider area than recent. also, deploying new technique that solve the problem such as hidden terminal problem .example of ad hoc network are given below :
· Personal area networking

1. cell phone, laptop, ear phone, wrist watch

· Military environments

1. soldiers, tanks, planes

· Civilian environments

1. taxi cab network

2. meeting rooms

3. sports stadiums

4. boats, small aircraft

· Emergency operations

1. search-and-rescue

2. policing and fire fighting

References
· http://www.tutorialspoint.com/wi-fi/wifi_access_protocols.htm
· http://en.kioskea.net/contents/wifi/wifirisques.php3http://en.wikipedia.org/wiki/Logical_Link_Control
· http://www.tomax7.com/aplus/osi_model.htm
· http://www.tutorialspoint.com/wi-fi/wifi_access_protocols.htm
· http://www.ecsl.cs.sunysb.edu/~fanglu/transparent_mobility.htm
· http://books.google.com.sa/books?id=xw9Eshtq4-cC&pg=PA387&lpg=PA387&dq=The+Transport+Layer+in+MANET&source=bl&ots=78xbj9RtpB&sig=CjM1r4rhxseE6r2_NzOMmtQIGiY&hl=ar&sa=X&oi=book_result&resnum=9&ct=result#PPA387,M1
· http://www.computingunplugged.com/issues/issue200407/00001326002.html
· http://en.wikipedia.org/wiki/User_Datagram_Protocol
· http://www.computingunplugged.com/issues/issue200409/00001371001.html

· http://common.ziffdavisinternet.com

[image: image3][image: image4][image: image5][image: image6][image: image7][image: image8][image: image9][image: image10][image: image11]
PAGE  
10

