[image: image1.png]Fig. 1

Layered Approach

VANET Management




King Fahd University Of Petroleum & Minerals

Department of Electrical Engineering

[image: image5.png]



EE 400
Telecommunication Networks
SECTION # 1
TERM PROJECT
Prepared

For

Dr. Samir Al-Ghadhban
By
Ali Al-Yami                          ID# 245786
Saif Al-Mustaner                     ID#226484
I. INTRODUCTION  
A Vehicular Ad-Hoc Network, or VANET, is a form of mobile ad-hoc network, to provide communications among nearby vehicles and between vehicles and nearest fixed equipment, usually described as roadside equipment.

The VANET used to providing safety and comfort for passenger. Having VANET inside vehicle need only small electronic device, which will provide Ad-Hoc Network connectivity for the passengers inside the vehicle. By this device operating this network does not need complicated connection and server communication. Each vehicle equipped with VANET device will be a node in the Ad-Hoc network and can receive and relay others messages through the wireless network
  In vehicular Ad-Hoc network using different ad-hoc networking technologies such as WiFi IEEE 802.11 b/g, WiMAX IEEE 802.16, Bluetooth, IRA, ZigBee for easy, accurate, effective and simple communication between vehicles on dynamic mobility.
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Figure #1 Vehicular sensor networks

Architecture of the VANET:
     In general, protocol architecture achieves for communication among network nodes and provides the framework for implementation. When designing the communication suit for VANETs two approaches can be taken: First, following the traditional approach, the overall functionality could be de-composed and organized in layers such that at the protocols fulfill small, well-defined tasks and form a protocol stack as in TCP/IP and OSI. Second, one could try to build a customized solution that meets the requirements of VANETs. With such non-layered .
The first approach—called layered approach and depicted in Fig. 1 attempts to retain the order of functions and protocol layers with well-defined interfaces between them. It adapts system functionalities to the needs of a VANET communication system resulting, e.g., in protocol layers for single-hop and multi-hop communication. The limitations and inflexibility of traditional network stacks when used in ad hoc networks are well known. E.g., each layer is implemented as an independent module with interfaces (SAPs) only to the above and below layers. Consequently, protocols can not easily access state or metadata of a protocol on a different layer what makes data aggregation difficult. Moreover, some of VANET-specific functions do not fit into the traditional layered OSI model, such as those for network stability and control, and cannot be uniquely assigned to a certain layer. It is also worth noting that every layer accesses external information separately with no common interface which might lead to problems when this information influences protocol flow.

        The second un-layered approach would be the result of tailoring a whole new system to the needs of VANETs’ main focus, i.e., safety applications. Having accurate specifications of these applications and willing to use the ‘probabilistic’ channel in the most efficient manner leads to have a highly coupled set of protocols. Therefore, all application and communication protocols are placed in one single logical block right over the physical interface and connected to the external sensors (Fig. 2). Inside this block, all protocol elements are modularized such that there are no restrictions for interaction, state information is arbitrary accessible. Note though, that this ‘architecture’ inherits a high design complexity due to arbitrary and complex interactions of their modules. This makes protocol specification a complicated work and so, once designed becomes an extremely inflexible system for other types of application. Also it would be tough to systematically avoid control loop, what is rather easy in the layered approach with its clean top-down or bottom-up packet traversal. While both approaches would certainly be feasible .
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In this report we will talk briefly about layered approach.
1. The Physical Layer:
   The physical layer itself can again be divided into two parts: the Physical Layer Convergence Protocol (PLCP) and the Physical Medium Dependent (PMD). Responsible for the control of these sublayers is the Physical Layer Management Entity (PLME).

The PLCP provides a method for mapping the MAC sublayer protocol data units (MPDU) into a framing format suitable for sending and receiving data and management information using the associated PMD system. Beside it is also responsible for carrier sensing, clear channel assessment and basic error correction.

The PMD interacts directly with the physical medium and performs the most basic bit transmission functions of the network. It is mainly responsible for encoding and modulation. For making the signal less vulnerable to narrowband interference and frequency dependent fading, spread spectrum technologies are used. They spread the narrow band signal into a broadband signal using a special code. In older systems Frequency Hopping Spread Spectrum (FHSS) has been used while in newer Direct Sequence Spread Spectrum (DSSS) or Orthogonal Frequency Division Modulation (OFDM) is implemented [10] [8].At the moment there are four physical layers specified in IEEE 802.11:

802.11 legacy was the original one. With 802.11b. 802.11 began. It was the first widely accepted wireless networking standard, followed, by 802.11a and 802.11g.
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Table 3-2: Overview of IEEE 802.11 PHY Layer





2. Data link layer: 

    All communication systems have a protocol which is more or less complex depending on the task of the communication system e.g., general web surfing, industrial control loops, mobile telephone systems. The MAC layer is a sublayer of the data link layer of the OSI reference protocol, and it is present in most communication networks; wireline as well as wireless. The MAC protocol is responsible for determining who has the right to send on the channel for the moment. There exists many different MAC protocols and we have chosen to classify them here as being either contention based or conflict-free protocols. Conflict-free protocols ensure that a transmission is not interfered by any other transmissions, i.e., no overlap occurs in time, frequency, or space between transmitters and thus no collisions arise. Examples of conflict-free protocols are time division multiple access (TDMA) and frequency division multiple access (FDMA). TDMA divides time into slots, where the total available frequency spectrum may be used in each slot and a user will get exclusive right to send in one time slot. FDMA, on the other hand, divides the frequency band into narrower subchannels where each user is allotted a subchannel and after that always has the ability to send at any point in time in the subchannel. The drawback with these protocols in their original design is that they generally require a central mechanism such as a base station or an access point that can share the resources among the users (i.e., allot time slots or frequency bands to users). A combination of TDMA and FDMA is used in the GSM mobile system which duly has a centralized network topology. With contention based protocols, on the other hand, the user is not guaranteed an exclusive right to send (using the assigned resources in a predetermined way) and hence collisions can occur. Contention based protocols provide mechanisms for taking care of the collisions such that a transmission eventually should be possible. There are two large groups of contention based protocols; Aloha and CSMA. In the simplest Aloha protocol, each transmitter sends its packet as soon as it is locally generated.    

       CSMA is an improved Aloha protocol where the transmitter starts by sensing the channel before the transmission is initiated and only transmits if the channel is free, i.e., “listen before talk.” In order to reduce the probability that several transmitters starts sending immediately when the channel becomes free, each transmitter randomizes a backoff time during which it defers channel access.              

      These two protocols are very popular, since they are easily deployed. The drawback is that there is a possibility that two or more transmissions collide and continues to collide infinitely many times and hence packets may suffer unbounded delays. This drawback is especially severe in a real-time system intended for traffic safety applications where a worst case access time is a must.

3. The Network layer:

       The design of effective vehicular communications poses a series of technical challenges. Guaranteeing a stable and reliable routing mechanism over VANETs is an important step toward the realization of effective vehicular communications. Existing routing protocols, which are traditionally designed for MANET, do not make use of the unique characteristics of VANETs and are not suitable for vehicle-to-vehicle communications over VANETs. Indeed, the control messages in reactive protocols and route update timers in proactive protocols are not used to anticipate link breakage. They solely indicate presence or absence of a route to a given node. Consequently, the route maintenance process in both protocol types is initiated only after a link-breakage event takes place. When a path breaks, not only portions of data packets are lost, but also in many cases, there is a significant delay in establishing a new path.

            This delay depends on whether another valid path already exists

(in the case of multipath routing protocols) or whether a new route-discovery process needs to take place. The latter scenario introduces yet another problem. In addition to the delay in discovering new paths, flooding required for path discovery would greatly degrade the throughput of the network as it introduces a large amount of network traffic, especially if the flooding is not locally directed, as in the case of location aided routing (LAR) protocols . However, if the locations of destination nodes are unknown, unidirectional flooding is inevitably the only option. In a highly mobile system such as

VANET, where link breakage is frequent, flooding requests would largely degrade the system performance due to the introduction of additional network traffic into the system and interruption in data transmission.

 In general, control message overhead increases when nodes are highly mobile, due to the higher rate of link breakage. These overhead messages consist of route-request (RREQ) messages generated during the route-discovery process and of route-error (RERR) packets caused by abrupt link failures.

 The total amount of control messages in a MANET network can be reduced by the following four fundamental strategies:

1) Multipath routing; 2) rebroadcast minimization; 3) increasing path duration; and 4) route discovery prior to path expiration.

     For the third strategy, vehicles are grouped according to their moving directions, as in. Communication paths are maintained between vehicles belonging to the same group. Along the connection path, if an intermediate routing node changes its direction and belongs to a different group, a link rupture may likely happen during the transmission time. Throughput may then degrade if a new route was established without taking stability and quality of network links into account. To avoid link ruptures and to establish reliable routes, the routing algorithm dynamically searches for the most stable route that includes only vehicles from the same group. Furthermore, since control messages are only forwarded within the same group, the scheme prevents flooding of control packets throughout the entire network. Hence, the achieved throughput of the network will be more evident than in the case of traditional algorithms that do not take into account mobility, as will be demonstrated later in the simulations. In the proposed protocol, due to the selection of stable and more durable paths, there will be fewer path breaks and handoffs. This consequently not only reduces the delay between new route establishments but also causes fewer route discoveries, hence effectively reducing traffic flooding in VANET networks.

4. Transport Layer:

Vehicles are equipped with storage and processing devices that enable them to store and process data from other vehicles and access points. Enabled vehicles can then use on-board devices to form on-demand ad hoc networks which can be used to provide a variety of useful services.

This network can provide infotainment function such as in vehicle Internet access or enable inter-vehicular peer-to-peer applications. Many of these applications require the use of a reliable end-to-end transport protocol, the most popular of which is TCP. While there have been proposals to improve or replace TCP in wireless environments, the fact that it is so widely implemented in existing devices means that it will remain in use for quite some time. Unfortunately, studies have shown that TCP performance in VANET is very poor. TCP treats packet loss as a sign of network congestion. In wireless networks, however, losses can occur for reasons besides congestion, such as poor channel conditions or collisions. As a result of a loss, TCP will unnecessarily reduce congestion window size, effectively decreasing throughput. In addition, because of the ad hoc nature of VANET network, path symmetry is not guaranteed. This can also decrease TCP performance due to incorrect estimation of RTT times, resulting in unnecessary retransmissions.

In response to the shortcomings of TCP over wireless channels, many solutions have been proposed. The first category of solutions is TCP variants, which have been proposed to achieve more efficient transport in wireless networks. Second is the class of entirely new transport protocols developed to replace TCP, which specifically address the needs of wireless environments.
5. Current Application of VANET:
       There are many applications for vehicular networks. Just name a few important ones: Collision Avoidance – About 21,000 of the 43,000 deaths that occur each year on U.S. highways result from vehicles leaving the road or travelling unsafely through intersections. Data transmitted from a roadside base station to a vehicle could warn a driver that it’s not safe to enter an intersection. Communication between vehicles and between vehicles and the roadsides can save many lives and prevent injuries. Some of the worst traffic accidents involve many vehicles rear-ending each other after a single accident at the front of the line suddenly halts traffic. In this application, if a vehicle reduces its speed significantly, it will broadcast its location to its neighbor vehicles. And other receivers will try to relay the message further. And the vehicles behind the vehicle in question will emit some kind of alarm to its drivers and other drivers behind. In this way, more drivers far behind will get an alarm signal before they see the accident. Cooperative Driving – Like violation warning, turn conflict warning, curve warning, lane merging warning etc. These services may greatly reduce the life-endangering accidents. In fact, many of the accidents come from the lack of cooperation between drivers. Given more information about the possible conflicts, we can prevent many accidents.[3]
             Traffic Optimization – Traffic delays continue to increase, wasting more than a 40-hour workweek for peak time travelers. A significant reduction in these numbers could be achieved through vehicular networks.

Vehicles could serve as data collectors and transmit the traffic condition information for the vehicular network. And transportation agencies could utilize this information to actively relieve traffic congestion. To be more specifically, in this application, vehicles could detect if the number of neighboring vehicles is too many and their speed is too slow, and then relay this information to vehicles approaching the location.

To make it work better, the information can be relayed by vehicles travelling in the other direction so that it may be propagated faster to the vehicles toward the congestion location. In this way, the vehicles approaching the congestion location will have enough time to choose alternate routes. Vehicles can also collect the data about weather, road surface, construction zones, highway rail intersection, emergency vehicle signal preemption and relay them to other vehicles.

   Payment Services – Like toll collection. It’s very convenient and desirable to pass a toll collection without having to decelerate your car, waiting in line, looking for some coins and something like that.

Location-based Services – Like finding the closest fuel station, restaurant, lodge etc. In fact, these kinds of services are not specific to the vehicular networks. Many GPS systems have such kinds of services already.
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