Data Network Modelling & PCs/NT Group: Status Report
History: Following our meeting with the personnel at  the Data Network Center, which included a presentation to their Director (Mr. Sadiq) and his group,  and   another discussion meeting the same morning with some technical staff members, the requirements for a proposal were obtained. A complete proposal entitled “STC Data network modeling, Assessment, Performance Evaluation, and Sizing” was delivered via e-mail. During the meeting, STC were convinced about the importance of work, the competence of team, and the tools that will be employed. They also went ahead and placed an order to purchase two commercial licences for OPNET tools that will be used in the project.

 A second follow-up meeting was held which was attended by Mr. Musaad Nassar (Director) and others, and another detailed presentation was made about the above data network proposal. Mr. Nassar expressed interest in other PC/NT related projects that were of improtance to them, and after a detailed discussion it was decided that the STC team visit KFUPM to meet our expert, and assess their competence, in addition to determining areas of work.  
During the visit, half a day was dedicated, the first part of which was spent in  meeting our experts in the COE in the area of data networks. Following a discussion during lunch with our faculty  in the area of networks, a presentation of our previous projects (Aramco/SCECO) using OPNET was made in the Networks Laboratory.  A dialogue that followed led to the identifying of more areas of work. These included projects that can be taken by our Performance Engineering Laboratory,  projects on Proxy Evaluation, on Network Mangement, etc. Proposals for Performance Engineering Lab (attached) was mailed, and the requirements for the Network Management Project were discussed and are attached. A list of short courses that can be offered by us was also identified and mailed to STC (copy attached).
A second meeting was held the same day at ITC where several areas of work were identified. An email was sent, listing in order of priority of interest to STC, (as understood during the meeting) and a visit was requested. These areas are:
1- Disaster recovery strategies and collaboration schema.
2- Server cosolidation and server farm organization.
3- IT project management.
4- Help desk and user suppport.
5- Asset control and identity management.
Status: The current status of projects from our group is as follows:
1. It was agreed that one way of starting the project entiteld “STC Data network modeling, Assessment, Performance Evaluation, and Sizing” is to offer a short course on the use of OPNET.  We are currently waiting for a list of participants from STC, and for a meeting to work out the logistics, venue, etc. Currently, upto 15 participants can be accommodated per session if the course is offered in the KFUPM campus. STC have only two licences in their premises, and therefore it is preferable to conduct the course at KFUPM.

2. Following the completion of the course, the data collection for modelling, simulation and analysis can begin.
3. The requirements for Network Management are attached. A visit is necessary to collect more information before a formal proposal can be put in. An appointment to visit STC and meet with the concerned personnel is expected.
4. Similarly, a report on 
a. the capabilities of  our ‘Performance Engineering Laboratory’ and 
b. a plan for “Network Traffic Characterization and Proxy Server Performance Evaluation” is attached. 
Visitors expressed interest in both these areas.  A meeting with  concerned STC personnel is requested to determine areas of work and develop a proposal.
5. In the areas of NT, PCs and PC Networking, 5 areas in order of priority have been identified. The visitors were convinced with the competence of our ITC and expressed interest in getting their problems solved in these areas: (a) Disaster recovery strategies and collaboration schema,  (b) Server cosolidation and server farm organization, (c) IT project management, (4) Help desk and user suppport, and finally (e) Asset control and identity management. In all these areas, tasks to be implemented by KFUPM are expected from STC.

