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Written Exercises [Problems from Chapters 6, 16 and 17 of the Textbook]:

Problem 6.7 PP 224     (Normalization of Relations)
(6 Points)
Insertion Anomaly:

We cannot insert information about a new Patient (or a new Dentist) unless he has an appointment with a Dentist (or a Patient). 

Deletion Anomaly:

If we delete the first record (with s1011 and P100), then we will lose all the information about the patient p100.

Update Anomaly:

If we need to update the information about Dentist s1024 we have to do that twice otherwise we will have an inconsistent database.
Problem 6.8 PP 224     (Normalization of Relations)
(15 Points)
We will make the following assumption into of fds:

fd1:
AppointmentDate, AppointmentTime, SurgeryNo ( StaffNo, DentistName, PatNo, PatName

fd2:
Stuff No (  Dentist Name

fd3:
Pat No ( Pat Name

The relation is in 1NF since there are no repeating group. It is not in 2NF since we have partial functional dependency in fd2 and fd3.  We need to convert the initial relation into the relation as follows:

Patiat 
Dentist 

	PatNo
	PatName
	
	StaffNo.
	DentisName


Apponitment
Dentist 

	Stuff No.
	Pat No.
	AppointmentDate 
	AppointmentTime
	SurgeryNo


Since we have no transitive functional dependency them those three relations are in 3NF. 

Since, also, all determinant are candidate keys then they are in BCNF
Problem 16.2 PP 555     (Database Security)
(9 Points)
	Threat
	Counter Measure

	1. Data Coruption (Due to power loss)
	Frequent/regular backup

	2. Physical Damage to Equipment
	Duplicating the Hardware.

	3. Introduction of viruses
	Use of virus deletion/cleaning software

	4. Ileagal use of accounts
	Continuous account checking policy

	5. Inadequate staff training
	Continuous training program

	6. Fire/Disaster
	Contingency plans and Recovery procedure.


Problem 16.3 PP 555     (Database Security)
(12 Points)
a)
Authorization: is granting of a right or privilege, which enables a subject (person or program) to have legitimate access to a system or a system’s object.

b) Backup: is the process of periodically taking a copy of the database and leg file (and possibly programs) into offline storage media.

c) Encryption: is the encoding of the data by a special algorithm that renders the date unreadable by any program without the decryption key.

d) Contingency plan: is the plan that an organization prepare to ensure it will continue to function in emergency situations.

e) Personnel Control: procedures and policies must be prepared to control and monitor all personnel dealing with the database.

f) Escrew Agreements: are legal contracts between the software users (clients) and software developers (vendors), where a third party holds the source code for the client software.

g) Privacy: is the right of an individual not to  have personnel information collected, stored, and discussed either willfully or indiscriminately. 

h) Data protection: is the protection of personal data from harmful acquisition, storage, and disclosure and the provision of the necessary safeguard to avoid the dystrophies or corruption of the legislative. 

Problem 17.2 PP 600     (Transaction Management)
(16 Points)
The four properties of a transaction are:

1.
Atomicity: defines a transaction as an entity that should be done completely or not done at all.

By this property we gurantee that no partial affect of a transaction is stored in the database. It is either the result of a complete commited transaction or no change to the database.

For example, If a transaction T is as follows:

Read (x)

x = x + 10 

Write (x)

Read (y) ……… fail (*)

y = y – 10

Write (y)

If T failed while it was executing at some point such as (*) above, then all the steps before it has to be roll back.

2.
Consistency: A transaction should move the database from a consistence state to another consistent state.

By this property we guarantee that the data in the database is reliable. If some transaction will result in producing a non-consistent database then its effect must be undone. 

For example the problem of the Lost Update Problem which causes the database to be incosistent. 

3.
Isolution: Transactions should execute independently of one another, i.e. transaction cannot see partial effects of in complete transaction.

This property ensures that the internal operation of a transaction is not seen by other transaction. 

For example the problem of Uncommitted Dependency Problem shown in the book should be prevented by the concurrency control.

4.
Durability: The effects of a successfully completed (committed) transaction are permanently recorded in the database and must not be lost because of a subsequent failure.

This property ensures that all changes made by acommitteed transaction must be stored permanently in the database. 

For example if a transaction is committed but its result is not stored in the data base before a failure then the recovery manager must redo all these actions performed by the transaction. 

Problem 17.6 PP 600     (Transaction Management)
(6 Points)
· A serial schedule is a schedule of transactions where the operations of each transaction are executed consecutively without any interleaved operations from other transaction.

· A non-serial schedule is a schedule of transactions where operations from these transactions are interleaved.

· A serializable schedule is a non-serial schedule that is equivalent to a serial schedule of the same transactions.

Two schedules are equivalent if the operations of the transactions involved produce the same result in the two schedules.

Problem 17.8 PP 600     (Transaction Management)
(10 Points)
· A log file (journal) is a basic and fundamental feature in any recovery mechanism because it holds information about any update operations made to the DBMS. The journal, together with the back up of the DBMS, will be used to restore the damaged or inconsistent database. 

· Forward recovery refers to the process of redoing all the transactions that were committed at the time of the failure, to insure the durability of therm. Backward recovery refers to the process of undoing all the transactions that did not commit at the time of failure, to ensure atomicity.

· In forward recovery the journal is used to determine these data items that were modified and rewrite their new values (after image) to the database. In backward recovery the journal is used to determine these data items that were modified and rewrite their old values (before image) to the database.

· The write-ahead log practical flushes (force-write) the log in the Secondary storage before the DBMS to ensure that the log is safe and correct, so it can be used in case of failure. 

· Check points indicate to the recovery manager that all the entries  (in the log) before it were taken care of, and it’s only these active transaction at the check prints and all entries after it most be handled name.

Problem 17.9 PP 600     (Transaction Management)
(6 Points)
Some of the failures that may accrue in a data base environments as:

· System crashes due to hardware or software errors, resulting in loss of main memory.

· Media failures, such as head crashes or unreadable media, resulting in the loss of parts of secondary storage.

· Application software errors, such as logical errors in the program that is accessing the database, which cause one or more transactions to fail.

· Natural physical disaster, such as fires, floods, earthquakes, or power failures.

· Carelessness or unintentional destruction of data or facilities by operators or users.

· Sabotage, or intentional corruption or destruction of data, hardware, or software facilities. 

For any multi-user environment it is a must to have a recovery mechanism since any type of failures may occur and results in shuttling down the database. The recovery manager, and procedures, ensures the minimum failure time.

