E-Governance – Where We Stand?

Khalid M. Al-Tawil

Network Information Center 

Ministry of Interior, Riyadh, 

Saudi Arabia. 

Email: khalid@nic.gov.sa  

Sadiq M. Sait

Computer Engineering Department, 

King Fahd University of Petroleum & Minerals

P.O. Box 673, Dhahran 31261, 

Saudi Arabia. 

Email: sadiq@ccse.kfupm.edu.sa 

Keywords: E-government, Roadmap, E-commerce, Middle East

Abstract:

The importance of Information and Communication Technology cannot be overstressed, with ICT affecting all aspects of life such as education, entertainment, and the Internet. This paper deals with the steps and phases of implementing eGovernment   in the Arab states. The obstacles that can be expected during the implementation of eGovernance are discussed along with the policy to address these barriers

INTRODUCTION

History and the timelines that mark its passage, stand witness to an oft-quoted adage – ‘Nothing is constant, except change’. In today’s world, the most significant catalyst, the Internet, with its humble beginnings over two decades ago, has inarguably changed some of the most fundamental constrictions that limited communication and global outreach. Besides creating an instant medium that allows for real-time social and personal interaction across continents, the potential of the Internet as a tool for wealth-creation and ubiquitous education have been readily accepted, albeit much still has to be done in the form of implementations and practical realizations.  On the other hand, the concept and system of governance has been the slowest to absorb the benefits of information technology. If we are to ask why, its because of the way governments are organized and their basic structure and operation. Designed primary as a command and control structure, change and its implementation has traditionally been the prerogative of the government. These apparently concrete facts have today crumbled under the spontaneity and vast potential of the Internet. The obvious prospects for improvement by merging government procedures with today’s Information and Communication Technologies (ICTs), leading to a enhanced governmental model, termed eGovernance, have been realized by more than a handful of nations, and the gains are clearly visible. 
E-Government is the transformation of public sector’s internal and external relationship through Internet-enabled operations thereby strategically deploying ICT to optimize government service delivery and governance.

E-Governance is the development, deployment and enforcement of the policies, laws and regulations necessary to support the functioning of an eGovernment.

This document details a phased approach towards realizing complete eGovernance and outlines the present status quo achieved among the Arab states. Section two documents the significance of Internet in Arab society today and hence the relevance of eGovernance. Section three describes a four-phase strategy for realizing and implementing eGovernance. The obstacles and necessary government policies are discussed in sections four and five, with eGovernment examples and case studies examined in section six. The paper concludes with section seven.
eGovernment – Its Relevance
eGovernment is about transformation of the government structure and organization into a streamlined framework deploying the tools and mediums of the Internet, thereby helping citizens and businesses keep pace with new opportunities in today’s knowledge economy. 

The Internet is of course not a phenomenon removed to the west, its affects and impact on Arab society is evident. The number of Arab Internet subscribers as of March 2002, stands at 2.55 million, a 1.12% of the population. This figure is undoubtedly small but points to an incredible annual growth rate of almost 40%. Many regional studies have been undertaken on an annual basis to measure the Arab online community. These reports from different agencies have been condensed in Table 1 below:

Table 1: Arab World Online Population (2002)

	Online Populations (March 21, 2002)

	Worldwide Internet Population:
445.9 million (eMarketer)
533 million (Computer Industry Almanac)
	Projection for 2004:
709.1 million (eMarketer)
945 million (Computer Industry Almanac)

	Nation
	Population
	Internet Users (Source)

	Bahrain
	645,361
	<40,000 (DIT.net)

	Djibouti
	460,700
	<1,000(Djibouti Dept. of Statistics)

	Egypt
	70 million
	455,000(DIT.net)

	Jordan
	5.2 million
	25,000 to 30,000(Human Rights Watch)

	Kuwait
	2 million
	63,000(eMarketer)

	Lebanon
	3.6 million
	approx. 420,000(Arab Advisors)

	Libya
	5.2 million
	7,500(Internet Arab World)

	Morocco
	30.6 million
	50,000(Internet Arab World)

	Oman
	2.6 million
	50,000(DIT.net)

	Qatar
	769,000
	47,000(Internet Arab World)

	Saudi Arabia
	22.8 million
	300,000(Internet Arab World)

	Sudan
	36.0 million
	10,000(Internet Arab World)

	Syria
	16.7 million
	20,000(Internet Arab World)

	Tunisia
	9.7 million
	<120,000(Internet Arab World)

	UAE
	2.4 million
	920,000 (EIM)

	Yemen
	18.0 million
	12,600 (Internet Arab World)

	Total (Arab Countries)
	226 million
	2.55 million (1.12% of the population)


eGovernment is a tool to achieve a set of well-defined objectives that collectively work towards betterment of society as a whole. These are:
· Meeting the needs of citizens by facilitating quick procedures, ease of interaction and instant access to information. Such G2C (Government to Citizen) interactions foster the adoption of citizen-centered model.

· Improved services for businesses efficiently enabling and regulating a range of activities from international trade and commerce to agency’s procurement of goods and services. This Government to Business (G2B) interaction forms the crucial foundation for eCommerce initiatives.

· Transparency in the government’s administration, which reflects positively on anti-corruption.
· Achieving a seamless flow of information and data across the different levels of government. This is achieved through G2E (Government to Employee) interaction, where agencies provide data to employees via intranets, email and enterprise resource planning software for online management, accounting and decision-making. Along similar lines is the concept of G2G (Government to Government) interaction, with electronic interaction between national, local and foreign governments and organizations.

PHASES OF E-GOVERNANCE
An effort as tremendous as complete realization of e-governance has to be addressed in phases. This approach would allow for retrospection after each phase, and the ability to retrace steps if required, within a feasible frame of time and money.  The design and purpose of each step would have to serve the relevant needs of all G2C, G2B, G2E and G2G sectors. 
· Phase 1

Presence:  This first phase calls for making the intentions and objectives of the government known. Development of an inclusive government website, or a network of sites dedicated to different ministries and departments would set the stage for further advancements. These sites would convey the government’s initiative, providing information such as official addresses, working hours, as well as forms and applications to the public; economic reviews, corporate regulations for businesses; and budgetary allocations and spending as reference for government agencies.
With this first phase, the very critical task of building the infrastructure, such as telecommunications would be undertaken.
· Phase 2 
Interaction: This phase would allow for basic interaction with the government. Besides hosting search engines on the sites for easy navigation, information detailing social records and job application forms for the public; permit and license documentation for businesses; and census details, submission of requests and approvals to the center by local government offices would have to be provided.
The task of building the underlying infrastructure would have to be sustained through these two stages, allowing for rapid implementation of advanced applications as endorsed by the consequent phases. 

· Phase 3
Transaction: This phase onwards would signify direct interaction of the government and relevant entities.  With the infrastructure in place, complete online service suites can be put forth for the public, businesses and governmental agencies. Services for the public such as bill and fine payments, license renewal, aggregating opinion etc; online procurement, tax returns etc for businesses; cooperative budget preparation, tax records etc, for governmental agencies can be envisaged here. 

· Phase 4

Transformation: This final phase would strive to achieve the true vision of e-governance. 

· A single point of contact to constituent entities would provide an integrated platform for government services and organization totally transparent to citizens and businesses. 

· Focus on ‘virtual agencies’ where government information is readily available to all allowing a seamless interface to respective agencies involved in the transactions.

· State-of-the-art Intranets linking government employees in different agencies, extranets allowing seamless flow of information thereby facilitating collaborative decisions among government agencies, NGO’s and the public.

An underlying effort to setup and upgrade the following critical infrastructure facilities throughout these phases should be sustained:
· Upgrading the Government Information Infrastructure (GII).

· Establishment of a certification authority & Public Key Infrastructure (PKI) encryption system.

· Establishment of an e-payment gateway, and reliable postal addresses for residences/businesses.

SHOW STOPPERS
An undertaking as tremendous as realizing true eGovernance is not without its wide-ranging share of obstacles and barriers.
· Infrastructure or rather the lack of it is one of the major obstacles that plague the implementation of information technology into daily lives. 

· Lack of political will and leadership is probably the main cause for most undertakings to be abandoned incomplete, or turn out to be far less than their expectations.

· Skepticism and lack of awareness among the public.

· Resistance to change by the governmental agencies, businesses and employees. For example, the idea of eGovernance could easily be misconstrued by employees as the simple automation of jobs and procedures, thereby leaving them vulnerable to downsizing attempts of the government and corporations.

· Inadequate funding and budgetary resources.

· A flawed pre-implementation study of the eReadiness of the government, businesses, the public and the economic climate for accepting and realizing eGovernment.

SUCCESS FACTORS
Looking at the obstacles and barriers that hinder eGovernance, it has to be understood that management of technology in the public sector is a difficult task to say the least. Given that most government IT projects fail due to poor management and self-evaluation, a detailed list of criterion and factors in addition to the need for a concrete set of goals and objectives are discussed below:

· Improve eReadiness: Self-assessment of the government is mandatory to measure the readiness aspect in e-governance. These include human resources, budgeting resources, inter/intra departmental communication flows, etc. Factors to measure society’s readiness include national infrastructure, economic stability, education, public/private sector, etc. are important as it will help in assessing, how prepared a society is for e-governance. Other key factors for readiness that demand consideration are:

· Telecommunication infrastructure: Certain e-government applications require considerable investment in national IT infrastructure. However, the level of this infrastructure depends on the type of projects at issue. 

· Current connectivity: This will help in understanding the government’s readiness in managing the projects, as well as, if the global standards are met.

· Governmental human resources: Apart from the human resources in private sector, sufficient number of skilled personnel within government is required. Accordingly, changes in the management issues need to be addressed.

· Budget resources: It is necessary to ensure the availability of the existing and expected budgetary resources, in order to achieve these goals. Also, crucial is the location of funds, i.e. centralized or not & allocation, i.e. a single agency or many departments. 

· eBusiness atmosphere: With respect to e-business, the criteria for assessing readiness include legal framework and security of the information. 

· Start small and simple: As outlined in the phased approach above, initially a fairly simple portal should be implemented. With development of infrastructure and acceptance of eGovernance among the various entities, functions can be added in stages.

· Involve top leadership: A strong leadership that firmly espouses the benefits of eGovernment has to exist. Given the risks and losses, the leaders should firmly believe in the larger sphere of achievable gains. Strengthened with the necessary monetary and political influence, the leadership’s belief and conviction have to be passed down the hierarchy of the government, and into the public. 

· Promote awareness: Employees have to be convinced of the importance and potential of eGovernance and the fact that it wouldn’t endanger their jobs but through retraining and skill developments, the employees can be reassigned new roles.
Actively promote awareness of new services and how the user community can benefit from them.
· Encourage and support departments: The government should encourage and support its departments to make use of the Internet in their everyday work. An incentive based policy, in which employees and departments efforts are acknowledged should be setup.
· Maintain consistent implementation: A consistent deployment speed should be sustained. Such implementations help maintain the participants interest and momentum in the process and system. 
· Monitor assessment: As we move into more sophisticated phases, providing deeper interaction, each milestone crossed should be an opportunity to reassess the gains achieved, the losses and reassert the objectives.

· Ensure security: To win the trust of the public and businesses in their transactions with the government, a national level security mechanism has to be instituted to combat cyber-crime and fraud. As part of this policy, a body of security professionals should be setup to respond to threats and breaches. Also the need for a certification authority and a Public Key Infrastructure (PKI) encryption system has to be given top-priority.

· Encourage private sector: Government should play the role of facilitator and encourage private sectors to participate in eGovernment development and implementation. However it must protect the consumer privacy and security.

· Plan nationally: The government’s evolution into eGovernance should be part of a larger comprehensive IT framework creating a common drive towards integration of technology.

· Involve stakeholders: The process of achieving eGovernance would require the government to bring in external stakeholders such as high-tech companies, software houses, the banking sector etc. Doing so would serve to reduce the initial resistance as well as integrate much needed input. 
· Think globally: Plan locally first, but keep the global user community in mind. 
Sample customers would be other governments, multinational companies, tourists, etc.
· Standardize: The government should adopt established Internet standards and protocols,, minimizing customization thereby reducing the risks of  software and compatibility problems. Also outsourcing of software application development and training allows for standardization.
Work plan to implement e-government projects
Once the vision and priorities are established, a detailed work plan helps maneuver the agencies and officials for implementing e-government projects. Some of the key elements on which the work plan should focus are:
· Content Development: These include development of applications, local language interfaces, and e-learning materials. 
· Competency building: Training personnel for human resource development must be implemented at all levels.

· Connectivity: Intranet/Internet connections must be established across related agencies.

· Cyber laws: Providing legal framework to support objectives of e-government policies.

· Citizen Interfaces: Establishing a delivery channel to ensure accessibility & affordability of e-government by the citizens.

· Capital: Identifying revenue sources to help achieve a financial equilibrium.

CONCLUSION:
The recommendations for achieving eGovernance and its present situation in the Arab world have been discussed in this paper. A phased approach is presented and a work plan has been discussed.
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