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INTRODUCTION

An ad-hoc network is a local area network or other small network, especially when it is a wireless connection or a temporary connection, in which some of the network devices are part of the network only for the specific time communications session or, in the case of mobile or portable devices, while in some close proximity to the rest of the network. Ad hoc in Latin language literally means "for this," further meaning "for this purpose only," and thus usually temporary. This word has been applied to future office or home networks in which new devices can be quickly added using different wireless transmission technologies.
There are a number of Multiple Access Control (MAC) protocols that are used in the ad hoc networks in the data link layer of the OSI reference model and we will talk about different protocols which are CSMA, CSMA/CD and CSMA/CA.
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Figure 1: ad hoc network [1]
MAC Protocols:

The MAC protocols used over ad hoc networks are distributed protocols which try to avoid collisions and provide the nodes in a network with an access to the channel in a fair way. If a channel access protocol (MAC) fails to provide the channel access to individual nodes without giving preference to one node over others, it is considered as an unfair solution. Though the wired Ethernet protocol based on CSMA/CD is known to be fair, its wireless version 802.11 based on CSMA/CA is proven to be unfair. Fairness problems happen when some of the nodes are trying to grab the shared channel by suffering the other nodes. Although receiver oriented approach of channel utilization is fairer than transmitter initialized approach, however, there is certain unfairness related to the receiver initiated approach as well.
A. Carrier Sense Multiple Access (CSMA)
 Carrier Sense Multiple Access (CSMA) is one of the earliest mechanisms adopted for ad hoc networks. In CSMA, a transmitter will first sense the wireless channel in the vicinity and refrain itself from transmission if the channel is already in use. Various methods such as ALOHA and n-persistent algorithms can be used to determine how long the deferred node should wait before the next attempt. CSMA introduces hidden node and exposed node problems, which are mentioned earlier. It is assumed that each node can communicate with another node only if there is a link (solid line) between them. In a typical exposed node problem a node within the range of the transmitter may be unnecessarily prohibited from accessing the medium and thus decreases the network throughput.
Carrier Sense Multiple Access (CSMA) is a probabilistic MAC protocol in which a node verifies the absence of other traffic before transmitting on a shared transmission medium, such as an electrical bus, or a band of the electromagnetic spectrum.

"Carrier Sense" describes the fact that a transmitter listens for a carrier wave before trying to send. That is, it tries to detect the presence of an encoded signal from another station before attempting to transmit. If a carrier is sensed, the station waits for the transmission in progress to finish before initiating its own transmission.

"Multiple Access" describes the fact that multiple stations send and receive on the medium. Transmissions by one node are generally received by all other stations using the medium.
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Figure2: CSMA Algorithms
Types of CSMA:
· 1-persistent CSMA 

When the sender (station) is ready to transmit data, it checks if the physical medium is busy. If so, it senses the medium continually until it becomes idle, and then it transmits a piece of data (a frame). In case of a collision, the sender waits for a random period of time and attempts to transmit again.
· p-persistent CSMA 

This protocol is a generalization of 1-persistent CSMA. When the sender is ready to send data, it checks continually if the medium is busy. If the medium becomes idle, the sender transmits a frame with a probability p. In case the transmission did not happen (the probability of this event is 1-p) the sender waits until the next available time slot and transmits again with the same probability p. This process repeats until the frame is sent or some other sender starts transmitting. In the latter case the sender waits a random period of time, checks the channel, and if it is idle, transmits with a probability p, and so on.
· Non-persistent CSMA 

When the sender is ready to send data, it checks if the medium is busy. If so, it waits for a random amount of time and checks again. When the medium becomes idle, the sender starts transmitting. If collision occurs, the sender waits for a random amount of time, and checks the medium, repeating the process.
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Figure 3: CSMA Types
B. Carrier Sense Multiple Access with Collision Detection (CSMA/CD)
Collision detection is used to improve CSMA performance by terminating transmission as soon as a collision is detected, and reducing the probability of a second collision on retry.

Methods for collision detection are media dependent, but on an electrical bus such as Ethernet, collisions can be detected by comparing transmitted data with received data. If they are different , the other transmitter tries to overlay the first transmitter's signal (a collision), and the transmission is terminated as the collision occurs. 
Usually a jam signal is sent in order to make all transmitters to back off by random intervals, to reduce the collision probability when the first retry is attempted. CSMA/CD is a layer-2 protocol in the OSI model. Even when it has nothing to transmit, the CSMA/CD MAC layer watches the carriersense signal to monitor the physical medium for traffic. When the medium is busy, the CSMA/CD MAC defers to the passing frame by delaying any pending transmission of its own. After the last bit of the passing frame, the CSMA/CD MAC is continued to proper transmission.
Collisions are detected by monitoring the collisionDetect signal provided by the Physical Layer. When a collision is detected during a frame transmission, the transmission is not terminated immediately. Instead, the transmission continues until additional bits specified by jam Size have been transmitted (counting from the time collision Detect went on). This collision enforcement or jam guarantees that the duration of the collision is sufficient to ensure its detection by all transmitting stations on the network.
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Figure 4: CSMA/CD Algorithms
C. Carrier Sense Multiple Access with Collision Avoidance (CSMA/CA)

In CSMA, a station wishing to transmit has to first listen to the channel for a predetermined amount of time so as to check for any activity on the channel. If the channel is sensed "idle" then the station is permitted to transmit. If the channel is sensed as "busy" the station has to defer its transmission. This is the essence of both CSMA/CA and CSMA/CD. In CSMA/CA once the channel is clear, a station sends a signal telling all other stations not to transmit, and then sends its packet. In Ethernet 802.3, the station continues to wait for a time, and checks to see if the channel is still free. If it is free, the station transmits, and waits for an acknowledgment signal that the packet was received.
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Figure 5: CSMA/CA Algorithms
D. Multiple Access with Collision Avoidance (MACA) 

To solve the problems with physical sensing, the mechanism of "virtual sensing", has been proposed. The virtual sensing mechanisms typically rely on the transmitter and receiver to perform a handshake prior to the transmission of the data packet. More specifically, The Medium Access Collision Avoidance (MACA) method proposed by Karn implements the handshake via a pair of Request-To- Send (RTS) and Clear-To-Send (CTS) messages. Any node that overhears the RTS signal but not CTS is ok to send out packets in a certain time period as either the RTS/CTS handshake is not complete or it is out of the range of the receiver. MACAW is an enhancement of MACA that utilize a RTS-CTSDS( Data Sending)-Data-ACK message exchange.
 However, as indicated by Haas and Deng, new types of hidden/exposed node problems emerge when pure virtual sensing protocols are used. We further classify such cases as an inefficiency problem where the network bandwidth is underused, in contrast to the original hidden node problem where packet collisions occur. Similarly, another type of exposed node problem also occurs in case of pure virtual sensing, the definitions of transmitter and receiver are associated with data packet, not control packets (i.e., RTS/CTS).
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Figure 6: MACA Protocols
E. Bidirectional Multi-channel MAC protocol (BI-MCMAC)
In the Bi-MCMAC protocol, physical channels are divided into a control channel and several data channels. All nodes tune to the control channel when they are not sending or receiving data frames.
 When a node has a data frame to send, it goes through two phases: the control phase, and the data exchange phase. In the control phase, which involves the control channel, the node exchanges control frames with the receiver to negotiate the data channel to be used, and to indicate the channel reservation time (which can include the transmission time for one or more frames from each direction). Other nodes hearing the control frames employ virtual carrier sensing to refrain from sending on the indicated data channel while it is in use.
 After the control phase, both the sender and receiver switch to the chosen data channel, and the data exchange phase begins. In the data exchange phase, the sender sends a data frame to the receiver. If the frame is correctly received, the receiver prepares to send a MAC-layer acknowledgment back to the sender. If the receiver has outbound data (e.g., a TCP data or ACK packet) for the same sender, then the MAC-layer acknowledgment is implicitly indicated by the subsequent data frame transmission; otherwise, it is sent on its own as a regular MAC-layer ACK.
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Figure 7: (BI-MCMAC)

If the original sender receives only a MAC-layer ACK, the data exchange episode ends. Otherwise, if it receives a new data frame, it returns a MAC-layer ACK to the receiver, and the data exchange episode2 ends. Both nodes switch back to the control channel after the data exchange phase, to start another round if desired. Error recovery is provided by MAC-layer retransmission, which requires repeating the control and data exchange phases.
Hidden and exposed terminals:
· Hidden terminal problem – collision of packets due to the simultaneous transmission of those nodes that are not within the direct transmission range of the sender but are within the transmission range of the receiver.
· Exposed terminal problem – inability of a node, which is blocked due to transmission by a nearby transmitting node, to transmit to another node.
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Figure8: Hidden and Exposed Terminals Problem (Self-Organization in Autonomous Sensor/Actuator Networks - Dr.-Ing. Falko Dressler)
Current Applications:

· Personal area networking

·  Cell phones, laptops, ear phones, PSP and Nintendo DS game networking.  
· Emergency operations and services
·  Search and rescue.
· Policing and fire fighting.
· Civilian environments

· Taxi cab network.
· Meeting rooms.
· Sports stadiums.
· Boats, aircrafts.
· Military use

· On the battle field
Comparison between many MAC protocols:


Table1: MAC Protocol Comparison

Conclusion

After this survey, we teach more about the MAC protocols in Ad hoc networks and about they classification. Also, we know about the specification to each protocol what we choose and when we use suitable protocol to suitable time .

Then, we discuss about the problems at some protocols such that BI-MCMAC and MACA Protocols. Also we take idea about they application in the real live. finally we make comparison between the protocols at the channel, antenna description, pros and cons
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Figure 10 MAC Classification Tree
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