Operation of TCP/IP

=« Two levels of addressing are needed:

» Each host on a subnet must have a unique global internet address

» Each process with a host must have a unique address within the host (port)
=« Host address on a network
= |P deals only with host addresses = Subnet + Host #

=« Application messages are broken into TCP segments

Operation of TCP/IP (Cont. )

« TCP Header
» Source port (16 bits)
» Destination port (16 bits)

» Uses segment sequence number (32 bits) for ordering and lost
segment detection

» Uses checksum for error detection

» Passes the segment to |P with instructions to deliver it to the
destination host

» Délivers the data to appropriate port in the destination host
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| P Operation

« | P Protocol
» Deals only with host addr esses

= Services:
» Send: user toIP

» Ddliver: IP to user
» Error (optional): 1P to user

| P Operation

« | P Header
» Source host address (32 hits)
» Destination host address (16 bits)
» Type of service ( reliability, precedence, priority)
» Time-to-live (TTL)
» Uses checksum for error detection




| P Address

]

& Class A: 16,774,214

| 0 | Network | Local |
= Class B: 65,534 1 7 24 bits
= Class C: 254 o | Network | Local |
14 -
= Class D: |2 | | 16 b't3|
. 110 Network Local
= Loca : Subnet + Host o1 3 it
= Example 1. —
| 1110 | Host group (multicasting)
150.215.17.9 .
4 28 bits
10010110.11010111.00010001.00001001
= Example 2:

150.215.255.255 (broadcasting)

|P Address

]

& Class A - supports 16 million hosts on each of
127 networks

« Class B - supports 65,000 hosts on each of
16,000 networks

& Class C - supports 254 hosts on each of 2
million networks




| P Address

]

=land 126 itisaClass A address.

=128 and 191 itisaClass B address

=192 and 223 itisaClass C address

=224 and 239 it isaClass D address

=240 and 255 itisaClass E address

| P Addr ess Assignment

= Each network address prefix used within agiven TCP/IP
internet must be UNIQUE.

= Private internet can assign_address prefixes without
considering the assignments of other organizations

& A central authority exists to ensure the uniqueness
of global IP assignments

& Internet Corporation For Assigned Names and
Numbers (ICANN)

& Internet Service provider (1SP)




| P Address Assignment

_—————— -+
= Each host on a specific network is assigned ahost

number or host address that is unique within that
network

« Assignment of network numbers must be
coordinated globally; assignment of host addresses
can be managed locally

Example: | P Address Assignment

= Select address class for each network depending on
expected number of hosts

= Assign network numbers from appropriate classes

= Assign host suffixes to form internet addresses for all
hosts
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Example: 1P Address Assignment

]

FERIEF
N F .
prefix 128,10 prefix 128.241
128.10.0.1 128.10.0.2 1282116915 128.211.28.4
prefix 10 prefic 192.5.48

L

] [ [ 1
10.0.0.37 10.0.0.48 192.5.48.3  192.5.48.85

| nter networking

Workstation
Router
Network
- IEEE 802 LAN
Server
Application) Application]
TCP TCP
P P P
LLC LLC
Frame Frame
Relay Relay MAC MAC
Physical Physical | Physical Physical
Figure 3.5 Configuration for TCP/IP Example




1. Preparing the data. The

ication prorocol prepares a block
for transmission. For example.
an email message (SMTF), a file (FTP),
or a block of user inpur (TELNET).

applic

2. Using a common syntacx. If necessary,
the dara are converred 1o a form expected
by the destination, This may include

a different character code. the use of
encryption. and/or compression.

3. Segmenting the data. TCP may break
the dara block into a number of se
keeping track of their sequence. Each TCP
segment includes a header containing
sequence number and a frame check
sequence 1o detect ermors.

4. Duplicating segments. A copy i
of each TCP segment. in case the loss.
or damage of 4 SEEMENT necessitare
retransmission. When an acknowledgment
is received from the other TOP entity. a
segment is erased.

5. Fragmenting the segments. TP may
break a TCP segment into a naumber of
daragrams 1o meet size reguirements of
the . Each datagram
includes a header containing a destination
address. a frame check sequence, and other
comitrol information

6. Framing. A frame relay header and
trailer is added 1o each IP datagram. The
header contains a connection identitier and
the trailer contains a frame check sequence

Figure 3.6
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Peer-to-peer dialogue.
Before data are sent. the
sending and receiving
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and encoding and agree to
exchange data.
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FCP/AP: Action at Sender

Routing the packet. IP examines
the IP header and makes a routing
decision. It determines which outge
link is to be used and then passes
the datagram back 1o the
for

ansmission on thar

9. Processing the frame. The
frame relay layer removes the
header and trailer and processes
them, The frame check seguence
is used for error detection. The
coanection number

identifies the source. T

-

Peer-to-peer dialogue.
The router will pass this
datagram onto another
router or to the destinarion
Systermn.

11. Forming LLC PDU. An LLC
header is added to each IP datagram
o form an L1LC PDLU. The header
conrains sequence number and
address informarion.

12, Framing. A MAC header and
trailer is added to each LLC PDLI,
Forming a MAC frame. The header

Frame
Relay

contains address information and the
trailer contains a frame check sequence.,
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Physical
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——P 13, Transmission. Each

frame is transmimed over

incoming signal is received
ower the transmission medium
and interpreted as a frame of bits

the medium as a sequence
of birs.

of TCP/IP: Action at Router
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20. Delivering the data. The application
performs any needed rransformarions, including
decompression and decryption, and directs the
data to the appropriate file or other destination.

.‘_._

pplication|

19, Reassembling user data. If TCP
has broken the user data into multiple
segments, these are reassembled and the
block is passed up o the application.

18, the TCP . TCP
remaves the header. It checks the frame

check sequence and acknowledges if there is

a march and discards for mismatch, Flow control
is also performed.

r
TCPE
T Data
r
T
P
17. Processing the 1P datagram. [P
remaoves the header. The frame check
sequence and other contral T T Daia
r
T
LLC
R Data
r

information are processed.

16. Processing the LLC PDUL. The LLC layer
remaoves the header and processes it. The
sequence number is used for flow and error
contral,

15. Processing the frame. The MAC laver

remaoves the header and rrailer and processes
them. The frame check sequence ;
is used for error detection.

MLAC

[T Data [~

Fhysical

14, Arrciving at destination. The incoming
signal is received over the rransmission
medium and interpreted as a frame of bits.

Figure 3.8 Operation of TCP/IP: Action at Receiver

| mportant Concepts

« Circuit Switching

» A dedicated communication path between two stations
- apath isasequence links between nodes

» Circuit switching connection phases:
- Circuit Establishment (TDM or FDM)

- Datatransfer
- Circuit disconnect

» Channel capacity is dedicated for the duration of a connection

» Fixed data (digital or analog) transfer rate (streaming)

» No delay other than Call establishment delay and propagation
delay

» Main Application: Telephone networks 16




| mportant Concepts

& Circuit Switching Drawbacks:
» Low channel utilization

» The interconnecting devices must receive and transmit at the
samerate

= Packet Switching

» Datais transmitted in blocks, called packets

» Each packet has two main components:
- data (payload)
- header (control information)
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| mportant Concepts

= How Network handlesthe Packet Streams:

» Datagram Approach
» Virtual Circuit Approach
=« Datagram Approach
» Each packet is treated independently
» Packets may not follow the same route and therefore arrive out
of sequence
« Virtual Circuit Approach

» A logica connection is established before sending any packets
(A fixed route is preplanned)

» Each packet contains a virtual circuit identifier and data
18




